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1 General information

1.1 Aim and application

· The aim of this procedure is to define all key aspects involved in Database locking. It is not the objective to specify a step by step working method, but merely to create a frame in which the working instruction can be developed.
· This SOP provides a procedure for an ‘interim’ lock of the  database during the study ( for purpose of interim analysis), and/or for ‘locking’ of the database at the end of a study (for purpose of final analysis). Following mechanisms are to be considered:

· Removing of user access rights 

· Updating a database during interim analysis.(if applicable) .

· Locking of a database at the end of a study and providing a clean database for final analysis.

· Unlocking/updating/re-locking of a database when corrections have to be done for final analysis.

1.2 Legislation and standards

· For clinical trials the minimum standards is based on ICH-GCP (http://www.ich.org/)
· Good Clinical Practice (GCP) is an international ethical and scientific quality standard for designing, conducting, recording and reporting trials that involve the participation of human subjects.
· Compliance with this standard provides public assurance that the rights, safety and well-being of trial subjects are protected and that the clinical trial data are credible.
· For electronic data capture 21 CFR Part 11 defines the criteria under which electronic records and electronic signatures are considered to be trustworthy, reliable and equivalent to paper records
· For non-clinical trials the minimum standards are decided on project by project basis, on a risk-based approach, in agreement with the Head of <Your Unit>, Project Leader at <your Institution> and the responsible Data Manager, while keeping the general objective of safeguarding the data from source document until database lock

· If local legislation requires additional standards for DM, then these need to be adopted.  

2 Roles and Responsibilities

	Roles
	Responsibility

	· Data Manager
	· locking of data in clinical data management software’

· removing of the access rights to the database.

	Data Entry staff
	· updating of a database during interim analysis or final analysis.

	Project Leader or delegate
	· Approving database lock


3 Definitions and abbreviations

Definitions

· Database Lock: This is the procedure which prevents  data from being changed after validation to prevent corrupting or invalidating when multiple users try to write to the database. 
Abbreviations

· DM

: Data Management
4 Method
Interim lock:

· A meeting with the involved responsible parties is recommended to organize the procedure for interim analysis.

· The data manager will document the status of the database on the Database Lock Checklist.

· Authorization for removal of the access rights to the database and approval of the interim lock will be done on the Database Lock Approval form.
· The database administrator or data manager will then remove the access rights to the database. After removal of the access rights the data are exported for analysis. This ‘interim’ database has to  be clearly indicated with the date (and time if applicable). In addition exported data files are preferable saved a read-only files.
Updating the database for interim analysis:
· Authorization for updating the database will be done on the Database Unlocking Approval form, which holds the reason and rationale for updating of the database.

· The database administrator or data manager will grant the access rights to the database to the dedicated personnel responsible for updating of the database.

· The data manager will perform a final check to ensure that only the approved updating of the database was performed.
Database Lock and preparation for final analysis

· One or more meeting(s) with the involved responsible parties are recommended to organize the procedure for database locking and final analysis. Database Lock is the time point, especially for a clinical trial, at which a database is expected to be clean, all data are completed and consistent, all queries resolved, a final quality control has been performed , so that the database is ready for final analysis.  
· The data manager will document the status of the database on the Database Lock Checklist.

· Authorization for removal of the access rights to the database and approval of locking of the database will be done on the Database Lock Approval form.
· The database administrator or data manager will then remove the access rights to the database. After removal of the access rights the data are exported for analysis. This ‘final’ database has to  be clearly indicated with the date (and time if applicable). In addition exported data files are preferable saved a read-only files.
Updating the database after database lock:

· Authorization for updating the database will be done on the Database Unlocking Approval form, which holds the reason and rationale for updating of the database.

· The database administrator or data manager will grant the access rights to the database to the dedicated personnel responsible for updating of the database.

· The data manager will perform a final check to ensure that only the approved updating of the database was performed.

· Re-locking of the database must be performed according procedures in 4.3.3 and 4.3.4.
Key remarks
· Database Lock checklist, Database Locking Approval form and Database Unlocking Approval form must be stored in the (DM) Study File.

· Any information on unresolved queries or findings on quality control should be mentioned in the Data Handling Report.
· A minimum of 100% of quality control on critical data (safety and primary efficacy) must be considered.
5 Attachments and forms for completion

· Attachment 1 Database Lock Checklist

· Attachment 2 Database Locking Approval form

· Attachment 3 Database Unlocking Approval form

6 References to other SOPs

This SOPs focuses on System Validation and should be read together with 

· General DM SOP

· SOP for data cleaning
7 Revision

	Version
	 Changes with respect to the previous published version

	Draft 
	Draft version presented at 2011 Data Management Workshop at ITM, Antwerp by Harry van Loen and Yves Claeys 

	Version 1.0
	Changes made based on discussion at the 2011 Workshop and subsequent harmonization process by Yves Claeys (ITM) and James Smedley (LSTM)


8 Approval and distribution

	
	Name and function

	Initiated by:
	Name and function of the person(s) initiating the document

	Approved by:
	Name and function of the person(s) approving the document

	Manual distribution:
	Indicate the manual distribution of the document.
E.g. ‘No manual distribution.’
E.g. ‘1 copy available in the laboratory.’

Preferably no hard copies of this document should be made unless absolutely necessary. 
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· Practical Guide to Clinical Data Management (Susanne Prokscha – second edition)
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